
What is it?
Attackers pretending to be

a genuine entity

What does it do?
 Installs malware or leaks

sensitive information

What are examples?
Emails, voice calls

How is it prevented?
Avoid opening suspicious emails

and links; do not disclose
personal information
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An average of .          people fall for a phishing email2 in 10

HOW TO DETECT IT

If it sounds urgent stop and think why?

Look out for grammar and spelling errors

Do you recognize the sender's address?

Does the link look suspicious?

WANT TO PROTECT YOURSELF FROM PHISHING?

Reach out to sales@reisinformatica.com 

DON'T TAKE

THE BAIT!


